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PART 200—PRIVACY ACT OF 1974 
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200.7 Fees. 
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200.9 Requests for correction of records. 
200.10 Disclosure of records to third parties. 
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200.12 Notification of systems of Privacy 

Act records. 
200.13 Privacy Act training. 
200.14 Responsibility for maintaining ade-

quate safeguards. 
200.15 Systems of records covered by exemp-

tions. 
200.16 Mailing lists. 

AUTHORITY: 5 U.S.C. 552a(f). 

SOURCE: 74 FR 60127, Nov. 20, 2009, unless 
otherwise noted. 

§ 200.1 Purpose and scope. 
This part sets forth the policies and 

procedures of the Board regarding ac-
cess to systems of records maintained 
by the Board under the Privacy Act, 
Public Law 93–579, 5 U.S.C. 552a. The 
provisions in the Act shall take prece-
dence over any part of the Board’s reg-
ulations in conflict with the Act. These 
regulations establish procedures by 
which an individual may exercise the 
rights granted by the Privacy Act to 
determine whether a Board system of 
records contains a record pertaining to 
him or her; to gain access to such 
records; and to request correction or 
amendment of such records. These reg-
ulations also set identification require-
ments and prescribe fees to be charged 
for copying records. 

§ 200.2 Definitions. 
As used in this part: 
(a) Agency means any executive de-

partment, military department, gov-
ernment corporation, or other estab-
lishment in the executive branch of the 
federal government, including the Ex-
ecutive Office of the President or any 
independent regulatory agency; 

(b) Individual means any citizen of 
the United States or an alien lawfully 
admitted for permanent residence; 

(c) Maintain means to collect, use, 
store, or disseminate records as well as 
any combination of these record-
keeping functions. The term also in-
cludes exercise of control over, and 
therefore responsibility and account-
ability for, systems of records; 

(d) Record means any item, collec-
tion, or grouping of information about 
an individual that is maintained by the 
Board and contains the individual’s 
name or other identifying information, 
such as a number or symbol assigned to 
the individual or his or her fingerprint, 
voice print, or photograph. The term 
includes, but is not limited to, infor-
mation regarding an individual’s edu-
cation, financial transactions, medical 
history, and criminal or employment 
history; 

(e) System of records means a group of 
records under the control of the Board 
from which information is retrievable 
by use of the name of the individual or 
by some number, symbol, or other 
identifying particular assigned to the 
individual; 

(f) Routine use means, with respect to 
the disclosure of a record, the use of a 
record for a purpose that is compatible 
with the purpose for which it was col-
lected; 

(g) Designated Privacy Act Officer 
means the person named by the Board 
to administer the Board’s activities in 
regard to the regulations in this part; 

(h) Executive Director means the chief 
operating officer of the Board; 

(i) Days means standard working 
days, excluding weekends and federal 
holidays. 

§ 200.3 Privacy Act records maintained 
by the Board. 

(a) The Board shall maintain only 
such information about an individual 
as is relevant and necessary to accom-
plish a purpose of the agency required 
by statute or by Executive Order of the 
President. In addition, the Board shall 
maintain all records that are used in 
making determinations about any indi-
vidual with such accuracy, relevance, 
timeliness, and completeness as is rea-
sonably necessary to ensure fairness to 
that individual in the making of any 
determination about him or her. How-
ever, the Board shall not be required to 
update retired records. 
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(b) The Board shall not maintain any 
record about any individual with re-
spect to or describing how such indi-
vidual exercises rights guaranteed by 
the First Amendment of the Constitu-
tion of the United States, unless ex-
pressly authorized by statute or by the 
subject individual, or unless pertinent 
to and within the scope of an author-
ized law enforcement activity. 

§ 200.4 Privacy Act inquiries. 
(a) Inquiries regarding the contents of 

record systems. Any person wanting to 
know whether the Board’s systems of 
records contain a record pertaining to 
him or her may file an inquiry in per-
son, by mail or by telephone. 

(b) Inquiries in person may be sub-
mitted at the Board’s headquarters lo-
cated at 1717 Pennsylvania Avenue, 
NW., Suite 700, Washington, DC 20006. 
Inquiries should be marked ‘‘Privacy 
Act Inquiry’’ on each page of the in-
quiry and on the front of the envelope 
and directed to the Privacy Act Officer. 

(c) Inquiries by mail may be sent to: 
Privacy Act Officer, Recovery Account-
ability and Transparency Board, 1717 
Pennsylvania Avenue, NW., Suite 700, 
Washington, DC 20006. ‘‘Privacy Act In-
quiry’’ should be written on the enve-
lope and each page of the inquiry. 

(d) Telephone inquiries may be made 
by calling the Board’s Privacy Act Offi-
cer at (202) 254–7900. 

§ 200.5 Requests for access to records. 
(a) All requests for records should in-

clude the following information: 
(1) Full name, address, and telephone 

number of requester. 
(2) The system of records containing 

the desired information. 
(3) Any other information that the 

requester believes would help locate 
the record. 

(b) Requests in writing. A person may 
request access to his or her own 
records in writing by addressing a let-
ter to: Privacy Act Officer, Recovery 
Accountability and Transparency 
Board, 1717 Pennsylvania Avenue, NW., 
Suite 700, Washington, DC 20006. 

(c) Requests by fax. A person may re-
quest access to his or her records by 
facsimile at (202) 254–7970. 

(d) Requests by phone. A person may 
request access to his or her records by 

calling the Privacy Act Officer at (202) 
254–7900. 

(e) Requests in person. Any person 
may examine and request copies of his 
or her own records on the Board’s 
premises. The requester should contact 
the Board’s office at least one week be-
fore the desired appointment date. This 
request may be made to the Privacy 
Act Officer in writing or by calling 
(202) 254–7900. Before viewing the 
records, proof of identification must be 
provided. The identification should be 
a valid copy of one of the following: 

(1) A government ID; 
(2) A driver’s license; 
(3) A passport; or 
(4) Other current identification that 

contains both an address and a picture 
of the requester. 

§ 200.6 Processing of requests. 
Upon receipt of a request for infor-

mation, the Privacy Act Officer will as-
certain whether the records identified 
by the requester exist, and whether 
they are subject to any exemption 
under § 200.15. If the records exist and 
are not subject to exemption, the Pri-
vacy Act Officer will provide the infor-
mation. 

(a) Requests in writing, including those 
sent by fax. Within five working days of 
receiving the request, the Privacy Act 
Officer will acknowledge its receipt 
and will advise the requester of any ad-
ditional information that may be need-
ed. Within 15 working days of receiving 
the request, the Privacy Act Officer 
will send the requested information or 
will explain to the requester why addi-
tional time is needed for a response. 

(b) Requests in person or by telephone. 
Within 15 days of the initial request, 
the Privacy Act Officer will contact 
the requester and arrange an appoint-
ment at a mutually agreeable time 
when the record can be examined. The 
requester may be accompanied by no 
more than one person. In such case, the 
requestor must inform the Privacy Act 
Officer that a second individual will be 
present and must sign a statement au-
thorizing disclosure of the records to 
that person. The statement will be 
kept with the requester’s records. At 
the appointment, the requester will be 
asked to present identification as stat-
ed in § 200.5(e). 
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